PRIVACY NOTICE-STUDENTS AND PARENTS/CARERS  | @theland
1 INTRODUCTION
1.1 The notice is written generically, by the ICO, using their privacy notice generator. It is written for students and parents/carers of the school.
1.2 The notice starts on the next page.
2 AUTHOR
2.1 The author of this policy is Laura Carroll using the ICO’s Privacy Notice Generator. They should be contacted for any points of clarification or suggested future amendments.
3  VERSION CONTROL
	Policy Name
	Privacy Notice – Students and Parents/Carers

	Version Number
	01

	Publication Method
	External- website @theland

	Approved by
	Laura Carroll

	Date of Approval
	August 2025

	Key changes since previous version
	1. The Notice is based on the template provided by the ICO.
2. The Notice has been formatted and
named in line with the rest of @thelands policies, for consistency and to ensure regular maintenance.
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@THELAND PRIVACY NOTICE FOR STUDENTS AND PARENTS/CARERS
This privacy notice tells you what to expect us to do with your personal information when you attend our provision or your child attends our provision.
4 CONTACT DETAILS
4.1 Email: attheland@outlook.com    

5 WHAT INFORMATION WE COLLECT AND USE, AND WHY.
5.1 We collect or use the following personal information as part of student education and welfare; for disciplinary investigations or to prevent, detect, investigate or prosecute crimes:
· Contact details (e.g., name, address(es)),
· Date of birth, Country of birth, Ethnicity, Nationality, Religion
· Sex, Gender, which may include stated sexual orientation,
· RPN, RCI, ULN,
· Photographs (e.g., student ID card),
· Parents/Carers contact information (e.g., priority of contact, title, name, nature of relationship, legality, authorisation to collect, notes, phone number(s), personal email)
· Link to siblings at provision
· Pastoral & Academic support (e.g., SEND information, reasonable adjustments, adopted, care plan, mentee, music lessons, FSM eligibility, Traveller status etc.),
· Pastoral notes which may include pronoun preferences, criminal record information, religious or philosophical beliefs, other information at the request of the parent/student etc.,
· Language ability, which may imply racial or ethnic origin,
· Derived background indicators (e.g., disadvantaged, ever6FSM, Ever6Service Child, EYPP recipient, FSM, Gypsy/ROMA, Traveller, has key worker, has guardian, PP eligible, young carer etc.),
· Welfare information (this may include family and home life circumstances and history including e.g., Looked after information (e.g., Looked after (current), Looked after (ever), Home local authority)),
· Education and Employment history (e.g., dates from/to, Name of institution, type of institution),
· Health information (e.g., GP details, medical conditions & notes relating to, dietary requirements e.g., vegan, gluten free, halal requirements),
· Consents: (e.g., IT student agreements, privacy notice/policy, image uses, youth support services, sex & relationship education),
· Transportation method,
· Payment details and financial information including transactions,

· GCSE attainment for funding, per subject (e.g., subject, achievement, funding exception, grade at last census),
· Attainment per recorded assessment (e.g., description, date, mark, notes),
· Attendance Statistics, dashboard per year (e.g., present/unauthorised absence, authorised absences, absence notes, follow up history and many other attendance figures),
· Calendar, per working day, per working year, (e.g., year, class, subject, room, leader),
· Information relating to compliments and complaints,
· Account access information,
· Behavioural information including suspension and exclusion details.
5.2 We collect or use the following personal information if we need to complete disciplinary investigations or to prevent, detect, investigate, or prosecute crimes or to investigate health and safety incidents:
· Contact details (e.g., name, address(es)) or students and parents/carers,
· Date of birth,
· Sex, Gender, pronoun preferences,
· Contact details for parents/carers,
· CCTV footage (no audio) from public areas or student access areas,
· Photographs, which we have been given from outside organisations,
· Logs of phone calls and communications (digital and hard copy),
· Witness statements and contact details,
· Relevant information from previous events,
· We may need extra information which we already have on the student’s file e.g., Welfare information, SEND information, criminal record information, attendance, reason for absence, records and reports, call recordings, financial transaction information.
5.3 We collect or use the following personal information if we are to resolve queries, complaints, or claims:
· Name and contact details,
· Address,
· Payment details,
· Purchase or service history,
· CCTV footage (no audio) from public areas or student access areas,
· Logs of phone calls and communications (digital and hard copy),
· Witness statements and contact details, correspondence
· Relevant information from previous events,
· Information relating to health and safety (including incident investigation details, reports, and accident book records),
· We may need extra information which we already have on the student’s file e.g., Welfare information, SEND information, criminal record information, attendance, reason for absence, records and reports, call recordings, financial transaction information.
5.4 We collect or use the following personal information for information updates or marketing purposes:
· Name and contact details,
· Address,
· Records of consent,
5.5 We collect or use the following personal information for archiving purposes:

· Name and contact details,
· Address,
· Records of consent,
· We may retain extra information which we already have on the student’s file. This is
explained in our policing -Records Management and Data Retention.
5.6 We collect or use the following personal information for legal requirements:
· Identification documents,
· Racial or ethnic origin (by implication from language ability or Pastoral notes, or provided by parent),
· Religious or philosophical beliefs,
· Health information,
· Health and safety information
5.6.1 Our lawful bases for collecting or using personal information for all purposes are:
· Consent
· We have permission from you or your parents/carers as a result of the relevant information we have given you. All of your data protection rights may apply, except the right to object.
· You do have the right to withdraw your consent at any time.
· Legal obligation
· We have to collect your information so we can comply with the law,
· All of your data protection rights may apply, except the right to erasure, the right to object and the right to data portability,
· Legitimate interest:
· This benefits you, our organisation or someone else, and does not cause an undue risk of harm to anyone,
· All of your data protection rights may apply, except the right to portability.
· Our legitimate interests are:
· The need to monitor educational attainment,
· The need to support the welfare needs of students and their families,
· To ensure the network and information security of our IT systems,
· Prevention of fraud,
· The need to communicate important information on a day to day basis, such as emergency closure of the school,
· To ensure unbiassed investigations.
· Public task
· We have to collect or use your information to complete a task that has been laid down in law, which the law intends to be performed by an organisation such as ours.
· All of your data protection rights may apply, expect the right to erasure and the right to portability.
· Vital Interests
· We collect or use the information to look after your physical or mental health if it is at risk either urgently or seriously.
· This may mean that you need food, water, clothing or shelter in order to sustain life.
· All of your data protection rights may apply, except the right to erasure and the right to data portability.
6 WHERE WE GET PERSONAL INFORMATION FROM
6.1 We collect your information from the following places:
· You,
· Parents or carers,
· Teachers/schools
· Local authorities or local councils,
· Previous/other educational providers,
· Social Services or other public bodies,
· Health providers,
· CCTV images (from the Trust’s own CCTV systems), or other recordings.
6.2 How long we keep information:
6.2.1 For more information about how long we keep your information, take a look at our Records Management and Data Retention policy. This information is on our website. 
7 WHO WE SHARE INFORMATION WITH
7.1 In some circumstances, we may share information with the following organisations but will ask for your permission first in some instances:
· Careers advisors,
· Emergency services,
· Examination boards and bodies
· External auditors,
· Fostering Agencies
· Health care providers, health and benefit suppliers,
· Health and Safety Executive
· HMRC,
· Insurance companies, brokers, or other intermediaries,
· Legal bodies or authorities
· Local Authorities (only if permission is granted)
· Organisations we need to share information with for safeguarding reasons, or are legally obliged to share personal information with,
· Parents and Carers
· Professional advisors
· Pupil Referral Units (PRUs) or Education Otherwise at School Centres (EOTAS)
· Relevant regulatory authorities,
· Social Media/Website/Other marketing and information media,
· Social Services
· Specialist teachers such as peripatetic workers or speech and language therapists,
· Suppliers and Service Providers.
· Staff 
· Training suppliers,
7.2 Sharing information outside the UK
Some of our suppliers’ state that they transfer data outside of the UK. We check their Privacy Notice to ensure that they comply with the UK GDPR, ensuring that the appropriate safeguards are in place.
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